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Challenge - Financial scenario
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Challenge - eHealth scenario
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Expected Results
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Expected Results
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Expected Results
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Ideas for the future

* Generalization of the approach
— E.8.

* |CT-18-2016: Big data PPP:
privacy-preserving big data technologies

 EUB-01-2017: Cloud Computing

e DS-03-2016: Increasing digital security of health
related data on a systemic level

 Extend

— New algorithms, different approaches(e.g.
ABAC)

* Semi-automatic composer
— E.g. Smart orchestration
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Further information:

* Name: Nicolas Notario McDonnell, Atos
* Email: nicolas.notario@atos.net

* Project website: http://witdom.eu
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